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Abstract
This research aims to analyze the legal aspects of cyberbullying cases involving adolescents in Indonesia using a normative approach. The study evaluates the effectiveness of existing laws, particularly the Electronic Information and Transactions Law (ITE Law) and related regulations, in protecting adolescents from cyberbullying. The primary objective is to contribute to the development of a more effective legal framework addressing cyberbullying among adolescents. The study's findings emphasize key results and important insights regarding the application of laws in handling cyberbullying cases, highlighting the significance of legal measures in safeguarding adolescents from online harassment.
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A. INTRODUCTION
The current era's trends and developments are heavily influenced by advancements in Information and Communication Technology. The rapid pace of technological change over the past few decades has led to a drastic shift in how we interact, communicate, and access information. This phenomenon is inseparable from the significant transformation that has occurred in the field of Information and Communication Technology, creating new possibilities for individuals to engage in information and communication activities through technological devices, particularly through the use of gadgets. With the rapid proliferation and accessibility of digital devices such as smartphones, tablets, and computers, nearly everyone now has access to powerful communication and information tools. This has transformed how we interact with the world, facilitating fast and global access to knowledge and enabling collaboration and communication without geographic boundaries. In this context, it is crucial to understand the consequences of these changes, including the social, psychological, and cultural impacts that may arise alongside technological advancements. Furthermore, ongoing research and critical thinking are essential for effectively managing and understanding these trends, as well as identifying the challenges and opportunities that arise in the ever-evolving digital era.
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In the current technological landscape, it is crucial to recognize that there are both positive and negative aspects that need to be considered. One example of the positive aspect can be found in the field of education, where the internet serves as an effective means to enhance access to knowledge. The internet has brought about a revolutionary change in the way we learn, facilitating communication, and simplifying the search for information that might be challenging to obtain in the physical world. With the increasingly widespread access to the internet, individuals can expand their horizons, communicate efficiently despite geographical distances, and access crucial information sources for research and learning.3

Essentially, internet technology not only holds significant potential benefits but also carries negative consequences that must not be overlooked, often on a scale equal to or greater than the benefits it provides. Internet technology has the potential to serve as an effective means for various unlawful activities. In its development, various new forms of crime related to the use of information technology and the internet have emerged. These crimes are often referred to as cybercrimes, presenting threats to individuals and entities with low risk of apprehension and significant consequences, both for society and the state. The ability to exploit vulnerabilities in information technology systems, cybercriminals can create serious impacts on cyber security and data integrity, necessitating a strong and better-coordinated response at both the national and international levels.4

Cyberbullying is a form of aggressive behavior carried out by individuals or a group of individuals using electronic means.5 This behavior tends to occur repeatedly and persistently, typically targeting an individual who faces difficulties in defending themselves. Cyberbullying, as a harmful action, involves the use of various technologies and digital platforms to express behaviors that can encompass threats, harassment, humiliation, or the disclosure of damaging personal information, thereby resulting in significant negative impacts on the well-being and psychological health of the victims involved in such incidents. Therefore, it is important to delve into it through this research in order to understand the dynamics, root causes, and social implications underlying the phenomenon of cyberbullying in society.

Bullying, more commonly known as cyberbullying in the online or digital environment, has become a deeply pervasive phenomenon in the last two years. The term "bullying" in this context refers to a series of actions performed by individuals or groups of individuals repeatedly and persistently. These actions often have significant impacts on the victims,
both in terms of physical and mental aspects, making them feel helpless. Meanwhile, Willard, an expert who serves as the Director of the Center for Safe and Responsible Internet Use in the United States, provides a definition of cyberbullying as "actions that encompass acts of defamation, humiliation, discrimination, the disclosure of personal information, or private content with the intent of embarrassing. Furthermore, this definition can also involve openly degrading and offensive comments."6

The rapid developments in information and communication technology have had a significant impact on the increasing incidents of cyberbullying in the online world. Therefore, in order to gain a deeper understanding of this phenomenon and its implications for the well-being and security of individuals in the digital era, it is crucial to investigate comprehensively and in-depth the changes in the dynamics of cyberbullying that have occurred over the last two years. Regardless of the use of the term "cyber," the fundamental concept of bullying involves behavior often carried out in a context where there is a desire to inflict psychological harm, causing victims to feel pressured, fearful, traumatized, depressed, and helpless. In general, bullying can be classified into three main forms. First, there is physical bullying, which includes actions such as hair-pulling, hitting, or kicking. Second, there is verbal bullying, involving the use of hurtful words or speech, such as insults, ridicule, gossip, defamation, or shouting. Third, there is psychological bullying, encompassing actions like exclusion, intimidation, pressuring, discrimination, and the neglect of specific individuals.

All these forms of bullying often have an impact on the psychological well-being of the victims, leading to long-term consequences such as stress, anxiety, and depression. Furthermore, victims may also feel isolated and incapable of participating in social activities normally. Therefore, a deep understanding of various aspects of bullying, including its forms and consequences, is crucial in efforts to address and prevent bullying in various contexts, both in the online and offline worlds.

In Indonesia, there have been various cases reflecting a relatively high prevalence of the cyberbullying phenomenon, as evident in several incidents that have come to light. One example of a case that received significant media exposure is the incident involving Betrand Peto, the son of the renowned presenter, Ruben Onsu. Betrand Peto became one of the victims of cyberbullying in the online world, where his face was processed or edited by individuals or a group of individuals responsible for the action, transforming it into an image of an animal. This case garnered public attention and received sharp scrutiny from both the general public and the mass media, underscoring the escalation of this issue in the public domain.7

The significant impact on the integrity and psychological well-being of the victims has the potential to pose a serious threat to an individual's

security. Therefore, responding to cases like these is of utmost importance in providing protection and justice to victims of cyberbullying. On November 11, 2019, Ruben Onsu and the management representing Betrand Peto took decisive action by reporting several Instagram and Facebook account owners involved in the incident to the Jakarta Metropolitan Police. This action demonstrates the seriousness of the authorities in addressing cyberbullying cases and taking appropriate legal measures in response to such actions.

In aligning with earlier scholarly works, this research delves into the legal dimensions of cyberbullying cases involving adolescents in Indonesia, utilizing a normative approach. Building upon prior literature that has touched on the broader aspects of cyberbullying, this study aims to bring forth novel insights and advancements in the understanding of the legal landscape, particularly focusing on the Electronic Information and Transactions Law (ITE Law) and related regulations. By juxtaposing new research findings with existing writings, the research sheds light on the evolving challenges and opportunities in safeguarding adolescents from cyberbullying within the legal framework. This approach not only acknowledges the foundational knowledge provided by earlier works but also contributes to the ongoing discourse by offering fresh perspectives and updated analyses.

Cybercrimes are fundamentally criminal and illegal activities that have the potential to harm others and have a broad impact on a society that is increasingly dependent on information technology. In line with these concerns, efforts in law enforcement and protection of individuals, institutions, and electronic information and transaction systems have generated responses from the government and legal institutions. One of the key responses is the enactment of Law Number 11 of 2008 concerning Electronic Information and Transactions (ITE Law), which was initiated to regulate and address illegal activities related to computers and the internet. The ITE Law underwent a revision in 2016, and this revision took the form of Law Number 19 of 2016 on Amendments to Law Number 11 of 2008 concerning Electronic Information and Transactions. This revision represents an adaptive step to accommodate changes in the dynamics of cybercrimes and to strengthen the legal foundation for a more effective response to the evolving challenges and risks in the field of information and communication technology.

This research aims to conduct a comprehensive legal analysis of cyberbullying cases involving adolescents in Indonesia using a normative approach. By employing a normative framework, the study seeks to delve into the existing legal provisions, statutes, and regulatory frameworks relevant to cyberbullying within the Indonesian legal system. The objective is to scrutinize the adequacy and effectiveness of current legal measures in addressing the complexities of cyberbullying, particularly when it pertains to adolescents. The research will scrutinize how well the existing legal landscape aligns with the evolving nature of online interactions, taking into account the unique challenges posed by the digital realm. Through a
meticulous examination of relevant legal documents and precedents, this study aspires to provide valuable insights into potential gaps or shortcomings within the legal framework and propose recommendations for enhancing legal mechanisms to better protect adolescents from the detrimental effects of cyberbullying in the Indonesian context.

B. RESEARCH METHODS

The research methodology employed in this study is the normative juridical method, based on the analysis of existing legal texts and legal aspects related to cyberbullying among adolescents. This research involves the identification, collection, and analysis of legal documents, including laws, regulations, court decisions, and relevant literature, which will serve as the foundation for the analysis. Furthermore, this method encompasses a profound understanding of the applicable legal framework and a review of previous court rulings in similar cases. Thus, the normative juridical method will provide a more comprehensive understanding of the pertinent legal aspects involved in addressing cyberbullying among adolescents in Indonesia.

C. RESULTS AND DISCUSSION

1. The Implementation of Law in Indonesia in Handling Cyberbullying Cases Involving Adolescents

The impact of cyberbullying can harm family relationships. Adolescents who are victims of cyberbullying may carry the tension and frustration they experience into their family environment. They may become more withdrawn or impatient in their interactions with family members, which can create tension within the family. Feelings of anger and disappointment resulting from cyberbullying can foster an unhealthy family atmosphere. Furthermore, the impact of cyberbullying can also generate negative thoughts about the future of teenagers. They may feel that they have no hope or opportunities for a better life. These feelings of despair can affect teenagers' motivation to achieve their goals and hinder their positive development. In a social context, cyberbullying can also create tension in intergroup relationships. When online harassment involves aspects such as race, religion, gender, or sexual orientation, it can create intergroup tension and disrupt harmonious social relationships. This poses a serious challenge in promoting tolerance and diversity in society.

It is important to note that the impact of cyberbullying on adolescents is not limited to the individuals themselves but can also have broader consequences in society. Cyberbullying can create an unsafe environment in schools, social settings, and online communities. This can have a negative impact on overall social and emotional well-being. In a


legal context, the impact of cyberbullying on adolescents has led to efforts to enact stricter regulations to protect individuals, especially teenagers, from the threats and dangers of cyberbullying. Many jurisdictions have introduced laws and regulations that govern online behavior, identifying cyberbullying as a serious legal violation. However, the implementation of these laws can be challenging, and the use of existing laws to prosecute cyberbullying perpetrators may not always be effective.

Furthermore, the impact of cyberbullying also involves ethical considerations and the freedom of speech. The boundaries between freedom of speech and cyberbullying actions can be a subject of debate. Excessive regulation or a misunderstanding of the concept of freedom of speech can lead to laws that can be misused to restrict legitimate online communication. Therefore, the challenge of maintaining a balance between individual protection and freedom of speech must also be addressed in the legal context related to cyberbullying. On the other hand, it should be noted that the impact of cyberbullying can vary from one individual to another and depends on specific factors such as duration, intensity, and the nature of the online harassment experienced. Developing a more holistic and effective approach to preventing and protecting against cyberbullying, as well as gaining a deeper understanding of how to shield teenagers from its negative impacts, is a primary concern in the effort to combat the phenomenon of cyberbullying.

In Indonesia, the issue of cyberbullying does not yet have an explicitly dedicated law. However, in this era of advancing information technology, issues related to cyberbullying have gained deeper concern among the public. Some efforts have been made to address this phenomenon by utilizing existing legal frameworks. Therefore, it is necessary to further explain the laws that can be used as a legal basis for handling cyberbullying cases and to describe the challenges and developments in such regulations. The most commonly used law in handling cyberbullying cases in Indonesia is the Electronic Information and Transactions Law (UU ITE) No. 19 of 2016. The UU ITE is a regulation that governs the use of information technology and electronic transactions, including online behavior. Articles within the UU ITE regulate various harmful actions that occur through electronic edia, including defamation and insult. Article 27 paragraph (3) of the UU ITE specifically states that anyone who intentionally and without the right distributes, transmits, or accesses electronic information or electronic documents with the intent to harm may be subject to criminal action. Thus, the UU ITE provides a relevant legal framework for addressing cyberbullying.

cyberbullying cases in Indonesia.\textsuperscript{12}

In addition to the UU ITE, there is also the Child Protection Law No. 35 of 2014 in effect in Indonesia. This law focuses on protecting children from various forms of abuse and violence, including those that occur online. While this law does not explicitly address cyberbullying, the principles of child protection contained within it can serve as a relevant legal basis in cases of cyberbullying involving children. This aligns with efforts to shield the younger generation from the negative impacts of online harassment. Furthermore, the Criminal Code (KUHP) can also be used in handling cyberbullying cases. Several articles in the KUHP, such as Article 310 on defamation and Article 311 on defamation through electronic media, provide a legal basis for prosecuting individuals who engage in defamation or slander through electronic media.\textsuperscript{13} This indicates that the legal framework in Indonesia already possesses relevant instruments for addressing cyberbullying behaviors.

In addition to the aforementioned laws, regulations concerning negative content on social media have also come under scrutiny in efforts to regulate online behavior.\textsuperscript{14} The Indonesian government has issued several regulations, such as the Minister of Communication and Informatics Regulation (Permenkominfo) No. 5 of 2016 on the Management of Negative Content on the Internet. This regulation grants the government the authority to monitor and regulate negative content on the internet, including cyberbullying actions that can harm individuals or society. However, despite the presence of relevant legal frameworks, the application of these laws and regulations can vary depending on the circumstances, evidence, and specific jurisdictions. Cyberbullying cases are often complex and require strong evidence and a deep understanding of the applicable laws. Additionally, ongoing technological and social media developments can pose new challenges in regulating online behavior. Therefore, to effectively address cyberbullying, it is essential to have a good understanding of the applicable regulations and seek proper legal advice if you or someone you know becomes a victim of cyberbullying or is involved in such a case.

In the context of developing cyberbullying regulations, Indonesia also needs to consider global developments in laws and ethics related to the internet and technology. With the growth of technology, issues such as privacy, freedom of speech, and the ethics of social media usage are becoming increasingly important. Therefore, regulations must continue to evolve and adapt to changes in the digital environment. Education and awareness are also essential elements in the effort to address


cyberbullying, as they can help individuals understand the risks and consequences of their online behavior. In addition to regulatory efforts, cyberbullying prevention is also a key factor in tackling this issue. Schools and educational institutions can play a vital role in educating about ethical online behavior and teaching students how to handle cyberbullying situations. Furthermore, online communities also need to play a role in promoting ethics and positive behavior in online interactions. Thus, legal regulations are only one aspect of broader efforts to address the phenomenon of cyberbullying in Indonesia.

In addressing issues related to cyberbullying, a holistic approach becomes essential to understand and tackle the root problems involving legal, educational, awareness, and social support aspects. It is crucial to recognize that cyberbullying is a complex issue that requires integrated solutions. To effect significant change, we need to combine various elements in prevention and intervention efforts. One key element in addressing cyberbullying is an effective legal approach. Clear and strictly enforced laws are a vital step in discouraging cyberbullying behavior and providing legal protection for victims. However, the law alone is not sufficient. Education and awareness also play a crucial role in changing online behavior. This encompasses education about online ethics, responsible technology use, and the consequences of cyberbullying behavior. Building a better understanding of the negative impacts of cyberbullying can help individuals avoid such actions and participate in a more ethical online culture.

Awareness of cyberbullying needs to be heightened throughout society. Awareness campaigns can help identify the signs of cyberbullying, provide support to victims, and educate parents, teachers, and perpetrators of cyberbullying about its implications. This also includes promoting positive and inclusive attitudes in the online environment. By fostering a more caring and responsible online culture, we can reduce instances of cyberbullying. Social support also plays a crucial role in assisting cyberbullying victims. Victims need to feel supported and provided with assistance when facing online harassment. It is essential to create an environment where victims feel comfortable reporting incidents of cyberbullying and getting the help they need.

These various elements working together, it is hoped that the issue of cyberbullying can be effectively addressed. These efforts will help create a safer and more responsive digital environment to meet the needs and well-being of individuals. This is especially crucial for safeguarding vulnerable individuals, such as adolescents and children, in
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the ever-evolving digital landscape. A holistic approach that encompasses law, education, awareness, and social support, we can promote positive change in online culture and protect individuals from the negative impacts of cyberbullying.

2. Law Can Be Effective in Protecting Adolescents from Cyberbullying

The enforcement of laws against teenage cyberbullying perpetrators is a crucial aspect of maintaining the integrity and security of the digital environment, especially given the widespread penetration of technology and social media in today's society. Cyberbullying, involving aggressive and harmful actions carried out online, has become a serious issue among teenagers. The evolving information technology, cyberbullying has become increasingly complex and distressing. In addressing these challenges, the proper legal enforcement process is of utmost importance to uphold existing laws and provide protection to victims. This process involves several stages and requires cooperation among various parties, including authorities, schools, families, and individuals involved.

The first step in the legal enforcement process against cyberbullying perpetrators is the reporting of the cyberbullying incident. This report can be filed by the victim or the victim's guardian, who feels harmed or disturbed by harmful behavior occurring online. The report should contain sufficiently detailed information and a chronological account of the incident, as well as relevant evidence that can support the victim's claims. The more comprehensive and detailed the report submitted, the stronger the foundation for the subsequent legal process. Once the report is received, authorities such as the police or school officials will initiate the investigation process. Investigation is a crucial stage in determining whether a cyberbullying incident has occurred and, if so, in gathering sufficient evidence to determine the next legal actions. This investigation involves the collection of further evidence, such as online messages or posts, conversation records, or information about the devices used in the incident. Additionally, accurate identification of the perpetrator is also highly significant in this process.

The identification of cyberbullying perpetrators often involves the analysis of digital evidence. In many cases, perpetrators can hide their online identities or use aliases. Therefore, authorities must work diligently to accurately identify the perpetrator. Technical data, such as IP addresses, device traces, or other records, can be used to determine who is behind the cyberbullying actions. The investigation process also

---
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involves interviewing various parties involved. This includes interviews with the victim, witnesses, and, if necessary, the perpetrator. These interviews aim to gather additional information, understand the context of the incident, and ensure that the testimony from various parties aligns with the available evidence. Witnesses often play a crucial role in helping explain what happened and strengthening the case built on evidence.

After the investigation is complete and sufficient evidence is obtained, the next step is to file a legal action. Legal action can be initiated by the prosecutor or an attorney representing the victim. The case will be brought to court, and all involved parties will present their evidence and arguments to the judge. In court, the judge will consider the existing evidence and the arguments put forth by various parties. The decision made by the judge will serve as the basis for the final judgment in the case. The judgment can result in penalties, protection orders for the victim, or other sanctions appropriate to the level of violation that has occurred. Cases involving teenage cyberbullying perpetrators often require a more educational approach. In addition to punishment, an approach that focuses on education and rehabilitation is often necessary. This is an important step in ensuring that the perpetrator understands the consequences of their actions and prevents the recurrence of negative behavior in the future.

Certainly, it's important to note that the legal enforcement process should always respect individual rights, including the right of the perpetrator to appropriate legal representation. Additionally, cases involving teenagers should be approached with sensitivity that takes into account their psychological development. This may involve a more pedagogical approach to achieve a deeper understanding of their actions and prevent the recurrence of negative behavior. Legal enforcement against cyberbullying perpetrators should also be viewed as one component of broader efforts to prevent and address cyberbullying. Education on ethical online behavior, awareness of the negative impacts of cyberbullying, and a culture that promotes empathy and respect for individuals are key to reducing cyberbullying incidents. Furthermore, cooperation among various parties, including schools, authorities, and online communities, can play a significant role in prevention and handling cyberbullying cases.

In addressing the complex challenges posed by cyberbullying, a holistic approach is the key to understanding, preventing, and addressing this phenomenon. Cyberbullying is a serious issue that affects various aspects of individuals' lives, particularly adolescents, in the ever-evolving digital age. To mitigate the negative impacts of cyberbullying, a combination of various elements is required, encompassing legal, educational, awareness, and social support aspects. The legal aspect is

22 Oetary and Hutauruk., Kajian Yuridis Terhadap Tindak Pidana Dalam Aspek Perundungan Dunia Maya (Cyberbullying): Perspektif Hukum Pidana Di Indonesia
an integral part of efforts to combat cyberbullying. Clear and stringent laws are necessary to disincentivize cyberbullying behavior and provide legal protection for victims. Laws governing cyberbullying should also include appropriate sanctions for perpetrators to prevent the recurrence of such actions. However, the law alone is not sufficient; it is crucial to ensure that they are effectively enforced.

This research pioneers a comprehensive examination of the legal dimensions surrounding cyberbullying cases involving adolescents in Indonesia, employing a normative approach. What sets this study apart is its focused evaluation of the effectiveness of existing laws, particularly the Electronic Information and Transactions Law (ITE Law) and related regulations, in safeguarding adolescents from cyberbullying. Unveiling a distinctive perspective, the research not only addresses the prevalence of cyberbullying but meticulously scrutinizes the legal apparatus designed to counteract this digital threat. By emphasizing key findings and crucial insights, this study not only contributes to the current academic discourse on cyberbullying but also offers a pioneering foundation for the enhancement of a more efficacious legal framework tailored to address the specific challenges posed by cyberbullying among adolescents in Indonesia.

D. CONCLUSION

In conclusion, the legal enforcement of cyberbullying among teenagers is a critical process in maintaining a secure digital environment and safeguarding individuals from harm. The complexities of this legal process, encompassing stages from reporting incidents to judicial proceedings, underscore the gravity of cyberbullying as a pervasive issue in the ever-evolving information technology era. It is crucial to recognize the importance of individual rights, balancing legal enforcement with the right to appropriate legal representation for perpetrators. Notably, cases involving teenagers demand a sensitive and pedagogical approach, emphasizing the significant roles of education and rehabilitation alongside punitive measures. Beyond punishment, an educational approach is instrumental in fostering understanding among perpetrators about the impact of their actions, thereby mitigating the likelihood of future negative behavior. Ethical online behavior education, awareness of cyberbullying's negative impacts, and collaborative efforts within the community are integral components in preventing and addressing cyberbullying effectively. In facing these multifaceted challenges, a holistic approach that intertwines legal, educational, awareness, and social support aspects is paramount for cultivating a safer and more responsive online environment, ensuring the ongoing safety and protection of individuals, particularly teenagers, in the digital realm.
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